UNIVERSITY OF

EXETER

Request for access to restricted materials

The completed form should be sent to the Information Governance team, Compliance, Governance &
Risk, Lafrowda House (information-security@exeter.ac.uk) together with evidence of relevant ethical
review and other information specified in the Code of Conduct for downloading materials relating to

terrorism.

Activity must not commence until the counter-signed form has been returned to you.

Please describe the nature and content of the relevant research or courses and any proposed use of
controversial or potentially illegal websites; this may be covered by an electronic copy of the research proposal
or course prospectus, and any other relevant information that would illustrate the need to download and (if
absolutely necessary) to retain the material in question:

| the undersigned give notice of my intention to carry out teaching / research / attend a course (delete as
appropriate) relating to terrorism, which will potentially involve access to materials prohibited by law, during the
period

From: until no later than:

| agree to abide by the Code of Conduct for downloading materials relating to terrorism. | am aware of the
University’s Regulations relating to the use of Information Technology facilities and will abide by them.

Name:

Signature: Date:

Address (for return of counter-signed form):

Approval

Please ensure that you have attached evidence of the review by the relevant Research Ethics Committee or
other appropriate academic approval where no ethics certificate is required.

This is to acknowledge notification of the intention to carry out the specified activity relating to terrorism by the
person named above for the defined period only.

Name: Mr Alan Hill (Chief Information and Digital Officer)

Signature: Date:
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